(Abdulhak, 2021) highlighted two security technologies which are network security and software security, stateful firewalls as a network security tool to protect networks against potential threats by inspecting packets alongside tracking connection state, authentication system as a software security technique to protect systems from unauthorized access.

Four peer responses to the initial post are as following: (Biljon, 2021) focused on the human factor roles such as changing default user and password which are in the devices such as switches, routers, firewalls, in addition, companies have to apply device best practice and ensuring that default user and password is changed before goes to real online, he suggested a checklist sheet is needed before choose the network design. Of course, I agree with Biljon about the importance of human factor roles in cyber security at all, the network is devices (HW), data, communication, and user, where according to (IBM, 2020) report 95% of cyber security breaches because of human errors.

(Callaghan, 2021) highlighted some advantages and limitations of stateful firewalls such as they are faster than proxy firewalls but less secure, for UDP they are worthless because they only track IP source and destination, furthermore, they are slower than packet filtering and vulnerable to attacks such as SYN-Flooding. As an advantage, they can work independently of the application, and regarding the network performance, they have little impact. I agree with Callaghan on many ideas except that the stateful firewall is vulnerable to SYN flood attacks because setting a limit to the number of half-open connections from a single computer will drop TCP packets from a specific computer if the limit is reached (Deep Security Help Center, 2020).

(Onyeemeosi, 2021) agree with the initial post about that the stateful firewall inspecting the content to identify threats, also monitoring the state of active connections. Moreover, added limitations such that it requires powerful hardware to perform fast filtering which makes it very expensive, alongside the configuration complexity and overload to network performance. An additional limitation with dealing with FTP protocol. Here I agree with Onyeemeosi regarding the added limitations, according to (Simic, 2020) it requires more resources which means more price and may slow down the performance. (Monir & Akhter, 2019) highlights that delay and overload with the dynamic control of stateful firewalls.

(Mundy, 2021) agree with the initial post about the weakness of stateful firewall, moreover, added some limitations such as being exploited through TCP/UDP traffics and no protection against attacks on the application layer. In addition, he suggested a web application firewall to protect web applications. I agree with Mundy, the stateful firewall situated at layers 3 and 4 of the Open Systems Interconnection (OSI) model (Fortinet, 2021) therefore, will not protect application-layer attacks.

In conclusion, as all security tools have advantages and limitations, the stateful firewall may succeed to protect the network against some attacks but not for all, to enhance the protection needs to apply more than one security solution.
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